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(6) All occurrences or suspected oc-
currences of unlawful acts and related
activities are reported under § 120.220;
and

(7) Coordination, for implementation
of the Vessel Security Plan required by
§ 120.300, takes place with the terminal
security officer at each terminal where
the vessel embarks or disembarks pas-
sengers.

[CGD91–012, 63 FR 53590, Oct. 6, 1998]

§ 120.220 What must I do to report an
unlawful act and related activity?

(a) Either you or the vessel security
officer must report each breach of se-
curity, unlawful act, or threat of an
unlawful act against any of your pas-
senger vessels to which this part ap-
plies, or against any person aboard it,
that occurs in a place subject to the ju-
risdiction of the United States. You
must report the incident to both the
COTP and to the local office of the
Federal Bureau of Investigation (FBI).
Also, if your vessel is a U.S.-flag vessel,
you must report each such incident
that occurs in a place outside the juris-
diction of the United States to the hot-
line of the Response Center of the De-
partment of Transportation at 1–800–
424–0201, or, from within metropolitan
Washington, D.C., at 202–267–2675.

(b) Either you or the vessel security
officer must file a written report of the
incident, using the form ‘‘Report on an
Unlawful Act,’’ contained in IMO MSC
Circular 443, which you or the officer
must forward as soon as possible to
Commandant (G-MOR), U.S. Coast
Guard Headquarters, 2100 Second
Street SW., Washington, DC 20593–0001.
You may initially file the report with
Commandant (G-MOR) by fax at (202)
267–4085 or –4065.

[CGD91–012, 63 FR 53590, Oct. 6, 1998]

Subpart C—Plans and Procedures
for Vessel Security

§ 120.300 What is required to be in a
Vessel Security Plan?

(a) If your passenger vessel is subject
to this part, you must develop and
maintain, in writing, for that vessel,
an appropriate Vessel Security Plan
that—

(1) Is unique to the vessel;

(2) Articulates the program required
by § 120.200; and

(3) Includes an appendix, for each
port where the vessel embarks or dis-
embarks passengers, that contains
port-specific security information.

(b) The Vessel Security Plan must be
developed and maintained under the
guidance in IMO MSC Circular 443, and
must establish security measures to
take for Security Levels I, II, and III,
to—

(1) Deter unauthorized access to the
vessel and its restricted areas;

(2) Deter the introduction of prohib-
ited weapons, incendiaries, or explo-
sives aboard the vessel;

(3) Encourage vigilance, as well as
general awareness of security, aboard
the vessel;

(4) Provide adequate training to
members of the crew for security
aboard the vessel;

(5) Coordinate responsibilities for se-
curity with the operator of each ter-
minal where the vessel embarks or dis-
embarks passengers; and

(6) Provide information to members
of the crew and to law-enforcement
personnel, in case of an incident affect-
ing security.

(c) You must amend the Vessel Secu-
rity Plan to address any known defi-
ciencies.

(d) You must restrict the distribu-
tion, disclosure, and availability of in-
formation contained in the Vessel Se-
curity Plan to those persons with an
operational need to know.

[CGD91–012, 63 FR 53590, Oct. 6, 1998]

§ 120.303 Who must submit a Terminal
Security Plan?

(a) You must submit a Terminal Se-
curity Plan whenever—

(1) There is an agreement with the
owner or operator of a terminal that
you will submit the Plan;

(2) You have exclusive use of the pier
and terminal building immediately ad-
jacent to the pier and have complete
control of that area;

(3) There is no terminal; or
(4) Passengers embark or disembark

but no baggage or stores are loaded or
offloaded.

(b) In the situations described in
paragraphs (a)(3) and (4) of this section,
you may, with the permission of the
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